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1. Approach
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High-level organizational identity concept from 2024 as basis for detailing 
and implementation plan in 2025
Definition and approach

Organizational identity

▪ Digital, unique & legally binding 
identity for organizations

▪ Legal PID as data carrier within 
Legal Person EUDI Wallet

▪ Enabling digitalization of B2B, 
B2C and B2G business processes 

January 2024

Stream OrgID kick-off

December 2024

Organizational identities concept

2024 2025

• Exchanges with private sector and WE Build 

• Development of detailed concept 

• Development of implementing plan

• Definition of requirements

• Validation with relevant stakeholders

• Identification of synergies within EUDI ecosystem

Concept does not include all final 
solutions; whether shows where 
solutions have to be developed

Approach



2. Organizational identity concept
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Conceptual approach: Two phases to achieve eIDAS conformity with 
minimal solution followed by full utilization goal with target solution
Target picture

Minimal solution Target solution

Authentic 
Source

Legal PID 
Provider

Natural Person 
EUDI WalletLegal PID

Authorized representative 
according to register entry

Authentic 
Source

Legal PID 
Provider

Legal Person 
EUDI WalletLegal PID

▪ Need for minimal solution due to complex conceptual work for 
certification scheme of Legal Person EUDI Wallet

▪ eIDAS compliance prioritization with minimal solution for issuing 
organizational identity (Legal PID)

▪ Modular development of components for direct usability via Legal 
Person EUDI Wallet as soon as available

▪ Minimal solution supplemented by target solution as soon as 
certification scheme for Legal Person EUDI Wallet developed

▪ Aiming for full utilization of Legal Person EUDI Wallet in EUDI 
ecosystem along business requirements

▪ Close integration of both wallet types (natural and legal person) 
targeted for optimized business and operating processes

Basis for all conceptual 
work is target solution
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Legal Person EUDI Wallet with 3 key functions: 
1) issuing, 2) holding and 3) verifying for maximum value for organizations
Legal Person EUDI Wallet

Setup Legal Person EUDI Wallet

Strong requirement differences to Natural Person EUDI Wallet, e.g. needed 
interfaces to business systems

Integrated Legal PID for using Legal Person EUDI Wallet as a form of 
identification 

Enabling representation and usage authorizations via mandates List of authorized 
natural persons

Issuing, holding and verifying functions of Legal Person EUDI Wallet as key 
components for optimized usage value and execution of operating processes

Different deployment formats required in form of integration into business 
systems and Wallet-as-a-Service

Legal Person EUDI Wallet

Legal PID

Mandate List

Key components

Key functions

Issuing function
(Provider)

Digital sealing of 
attestations of 

attributes

Holding function
(Holder)

Digital storing & 
presentation of 
attestations of 

attributes

Verifying function
(Relying Party)

Digital verifying of 
attestations of 

attributes
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Setup of Legal PID expands mandatory attributes specified by 
Implementing Act (EU) 2024/2977
Legal PID

1) Online reference by only using unique identifier not sufficient;   2) Identifier required to inform Relying Party via the exchange of the Legal PID via the associated EUDI Wallet instance, so that an organization can use multiple Legal Person EUDI 
wallets (e.g. individual EUDI Wallets per location) under the same legal entity in the Minimum Set of Attributes;   3) According to Verifiable Credential Data Model 1.1. (W3C);   4) As of (EU) 2024/2977.

Setup Legal PID

Name and unique identifier mandatory attributes as of (EU) 
2024/2977

Expiry date, issuing authority and issuing country 
mandatory as metadata as of (EU) 2024/2977

Offline availability of Minimum Set of Attributes for legal 
identification only via clear data in Legal PID1

Unique assignment of Legal PID to Legal Person EUDI 
Wallet through technical2

2 formats to issue Legal PID via ISO/IEC 18013-5:2021 and 
Verifiable Credentials Data Model 1.1. (W3C)4

C
o

n
te

n
t 

co
m

p
o

n
en

t
T

ec
h

n
ic

a
l c

o
m

p
o

n
en

t

Technical Identifier of organization 
specific Legal Person EUDI-Wallet 

Name of organization

Unique identifier for organizations (most 
promising candidates EUID & beWiNr)

Clear data for unambiguous legal 
identification of respective legal form

Expiry date, issuing authority and issuing 
country of Legal PID

Cryptographic component possibly via 
Linked Data Signature3

Name

Unique identifier

Minimum Set of Attributes 
for legal (offline) identification

Technical EUDI-Wallet 
Identifier

Metadata

Public Key

Final decision to be made 
in detailed concept
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Lean Authentic Source options targeted: 1) 2 meta-registries for private or-
ganizations & legal entities under public law; 2) 1 combined meta-register
Authentic Source for Legal PID

1) Register Go-Live planned for 2026;   2) Handelsregister, Genossenschaftsregister, Geselleschaftsregister, Partnerschaftsregister, Vereinsregister & Stiftungsregister (planned Go-Live in 2026).

Option 1

Private organizations Legal entities under public law

One Authentic Source for the Legal PID of 
all private organizations in Germany

Handels-
register

Genos.-
register

Gesell.-
register

Partn.-
register

Vereins-
register

Stiftungs
-register1

“Meta-register” (Authentic Source)

Legal PID-Provider

One Authentic Source for the Legal PID of 
all legal entities under public law in Germany

“Meta-register” (Authentic Source)

Legal PID-Provider

No existing register for legal entities under public 
law; entry in “meta-register” upon request

Commercially active organizations 
registered in „Handelsregister“

Option 2

All organization types

One Authentic Source for the Legal PID of 
all organizations in Germany

Registries of all private 
organizations2

Entry upon request by legal 
entities under public law

“Meta-register” (Authentic Source)

Legal PID-Provider

Open and standar-
dized interface

Open and standar-
dized interface

Open and standar-
dized interface



3. Outlook



101) Large Scale Pilot II refers to pilot projects announced by the EU commission testing the implementation of eIDAS for organizational wallets. The WE BUILD consortium is planned as one of these pilots on an European level. 

3 next steps planned: 1) Detailed concept and implementation plan, 2) WE 
Build consortium and 3) Private sector stakeholder exchange
Next steps

High demand for EU-wide exchange for concretization and harmonization of solutions based on current open Implementing Acts

EU Commission

Goal: Publication of implementing acts 
with necessary concrete specification of 

standards to ensure the required 
harmonization and interoperability for 

organizational wallets on European level

Detailed concept and implementing plan development

Communicate German requirements at EU level by participation in the WE 
Build consortium (LSP II1)

Stakeholder exchange with German private and public sector
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Thank you for participation!


