
DIE EUDI-WALLET 
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Ihr einfacher und 
sicherer 
Generalschlüssel
für die digitale Welt
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Zugang für 36 Mio. Versicherte für AOK und 
BARMER (50 % der gesetzlich Versicherten) 

Verpflichtende Use Cases: GesundheitsID als
Zugang zur ePA / eRezept / Organspende-Reg.

Nutzung EUDI-Wallet-Architektur bereits bei 
GesundheitsID / Sek-IDP in e-Health

Schutz der Patientendaten über LoA= High / 
Vertrauenswürdige Ausführungsumgebung 

Wo kommen wir her ? 
GesundheitsID /Sek-IDP

E-Health

Sek-IDP

Schutz

Architektur
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Kundennutzen: 
Vielzahl von hochfrequentierten Use Cases

Nutzung EUDI-Wallet auch für 
Gesundheitssektor (Initial-Ident /Authent)

Wo wollen wir hin? 
Starkes EUDI-Wallet –
Ökosystem

E-Health

Use-Case
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Kombi-Credentials 
(z.B. PID + Altersverifikation / PID + Company)

Kombination Personen-Identität (PID) und 
Identität von Organisationen (OrgID)OrgID

Kombi

Public-Sektor

Banken

Versicherungen 

Mobility

Telekommunik.

Public-Sektor

Banken

Versicherungen 

Mobility

Telekommunik.
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EUDI-Wallet-Technologie 
T-Systems
(ARF Type C‘ - Signed 
Credentials)

4Quelle Bild: ChatGPT

Hochsicherer EUDI-Wallet-Container
auf dem Smartphone ( LoA= High )

Holder-Binding über HSM
in der Sovereign T-Cloud

4.Possession-Faktoren: 
E-Mail-Adresse / EUDI-Wallet-PIN / Geräte-
Bindung / Mobilfunk-Nummern-Bindung 

Wallet

Binding

Possession

Verschlüsselte Speicherung aller ID-
Credentials in der Sovereign T-Cloud
Optional: lokale Speicherung auf Smartphone

Sovereign
Cloud



Security & Data Privacy
Alle Credentials 
verschlüsselt in der 
SOVEREIGN T-CLOUD

Nur der Nutzer / Eigentümer der ID-Wallet hat 
Zugriff auf die Daten 

Alle Credentials werden HSM-verschlüsselt in 
der Sovereign T-Cloud gespeichert

Betreiber-Ausschluss durch Confidential 
Computing

Signatur der zu präsentierenden Credentials 
über HSM-basiertes Holder-Binding in der 
Sovereign T-Cloud
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Confidential Computing
Verschlüsselung @Transport @Rest @Process

Hosting ausschließlich in Deutschland

C5-Zertifizierung des BSI Stufe 2

Vollständiger Betreiberausschluss und 
Vertrauenswürdige Ausführungsumgebung

SOVEREIGN T-CLOUD 
T-Systems

Open Source Code Open

Hosting

Crypto

Trust

Secure
6

Quelle Bild: ChatGPT



7

Prototyp EUDI-Wallet
Deutsche Telekom 

7
Quelle Bild: ChatGPT

Set Up EUDI-Wallet TelekomDEMO
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Erstes wero-Payment mit Personen-
bindung in EUDI-Wallet 

Laden eGK und Check-In Arzt / Klinik mit 
BARMER und AOK (36 Mio. Versicherte)

Aktivierung Mobilfunkvertrag / Zugangs-
Management / QES für Verträge

Health

wero

Telekom

Use Cases für 
EUDI-Wallet (Bsp. Telekom)

EU-Age Verification für 320 Mio.
EU-Bürger (T-Systems und SCYTALES)Age-Verific.

DATEV: Steuerkammer-Ausweis und 
Vollmachts-Regelung für SteuerberaterFinance
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Vertretungsberechtigung für Minderjährige,
kann zur Legitimation präsentiert werden,
Ausstellung z.B. durch Familien-Gericht 

Aktueller Versicherten-Status des 
Versicherten

Use Cases 
Gesundheitswesen 
mit der EUDI-Wallet 

V-Status 

Vertretung

eGK
Laden der eGK via QR-Code und Sec-Code / 
Präsentieren per QR-Code Scan bei Arzt / Klinik
(ohne NFC !)

Digitale rechtsverbindliche Unterschrift 
unter z.B. Erklärung zur Teilnahme an einem 
strukturierten Behandlungsprogramm (DMP)

QES

9
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Elektronische Gesundheitskarte (eGK) des 
Versicherten 

Zentrale Digitale Identität (Personal Inform. 
Data-PID): Personal-Ausweis und / oder EUDI 

Versichertenstatus des Bürgers

Use Cases 
Gesundheitswesen 
Die Credentials

PID

eGK

V-Status

EUDI
Sichtbare Credentials / Possession-Faktoren 
in der ID-Wallet auf dem Smartphone:
E-Mail-Adresse / Mobilfunknummer
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Vertretung

PID

eGK

EUDI

Elektronische Gesundheitskarte (eGK) des 
Versicherten mit integriertem 
Versichertenstatus

Zentrale Digitale Identität (Personal Inform.
Data-PID): Personal-Ausweis und / oder EUDI 

Use Cases 
Die Vertretungs-
berechtigung

Sichtbare Credentials / Possession-Faktoren 
in der ID-Wallet auf dem Smartphone:
E-Mail-Adresse / Mobilfunknummer

Vertretungsberechtigung für Minderjährige,
kann zur Legitimation präsentiert werden,
Ausstellung z.B. durch Familien-Gericht 

12
Quelle Bild: ChatGPT



1
3

Qualifizierte 
Elektronische Signatur 
mit der EUDI-Wallet 

Digitale, rechtsverbindliche Unterschrift QES

Z.B. unter Erklärung zur Teilnahme an einem 
strukturierten Behandlungsprogramm DMP

QES-Provider-Auswahl über Axxessio
QTSP: Deutsche Telekom Security QTSP

Überprüfbarkeit der SignaturNachprüfbar
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Prüfung, ob Eigentümer EUDI-Wallet /PID 
identisch mit Eigentümer wero-Credential

Maximale Sicherheit: Erste Zahlung mit 
Bindung an Personen-Identität

Echte Zahlung von Bank-Account zu 
Bank-Account ohne Kreditkarte 

EUDI-Wallet Payment mit 
wero-Karte

Sicher

PID + wero

Zahlung

Issuer Banken geben wero-Credential aus
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Combi-Credential:
Wero-Card + Alters-VerifikationCombi

Quelle Bild: ChatGPT
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Keine Datenspeicherung in der Wallet , 
nur anonymes Age Verification Credential 

EUDI-Wallet mit reduziertem 
Leistungsumfang (keine PID)

Echter Zero Knowledge-Proof mit 
Longfellow-Bibliothek

PID, eID, National IDP, Bank-ID, 
Reisepass

Alters-Verifikation 
für alle 27 EU-
Mitgliedsstaaten

Wallet

Data Privacy

Quellen

Q1/2026 

AV
Open Source Alters-Verifikations-Toolbox 
(WhiteLabel-App ,Issuer ,Verifier, Spezifikation, 
Trusted List und Interoperabilitäts-Profil)
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Unterstützung bei Überführung der Use Cases 
in die SPRIN-D Wallet 

Gemeinsamer Support des Launches
EUDI-Wallet von SPRIN-D

Gemeinsame PARTNERSCHAFT für das 
EUDI-Wallet–Ökosystem in Deutschland

Wie schaffen wir das ?
Wir unterstützen den 
Launch des EUDI-Wallet 
Ökosystems der SPRIN-D

Wir

Use Cases

Launch
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Vielen Dank für Ihre 
Aufmerksamkeit !
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