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Einleitung

Aufgabe des EDI-Programms des NL-
Innenministeriums:

Realisieren einer Basisimplementierung
zusammen mit Okosystem-Partnern

Go-live mit einem offentlichen Wallet
gefolgt durch die Zulassung von
kommerziellen Wallet-Anbietern

Prasentation:
Herausforderungen entlang des
niederlandischen Funflagenmodells


https://www.noraonline.nl/wiki/NORA_Vijflaagsmodel

Gesetzliche und politische Ausgangsbasis
A

Nur ein vollstandiges EUDI-Wallet ist ein EUDI-Wallet
)L

S !;5 > Verwenden von elektronischen Attributsbescheinigungen
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Identifikation natlrlicher Personen (LoA hoch) on- und offline

é > Unterzeichnen mit qualifizierter elektronischer Signatur
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Wallet zu Wallet-Austausch
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> Pseudonyme generieren und verwenden

i

> Authentifizierung und Identifizierung vertrauender Beteiligter

\%

Protokollierung und Dashboard

> Ersuchen um Loschung und melden an Datenschutzbehorde

>  Widerrufen van Wallet und Personenidentifizierungsdaten




Organisation und Prozesse

Mitgliedsstaat = Verantwortlichkeiten die Uber viele
Organisationen verteilt werden mussen
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Die Rollenlandschaft (Go-live
Architektur) zeigt alle Rollen,
die operativ
zusammenarbeiten mussen
far ein funktionierendes
Okosystem

— Gelb: Niederlande
— Grau: Andere Mitgliedstaaten

— Blau: Europdische Kommission



Begriffe und Information

Rulebooks stehen im Zentrum von Anwendungsfallen,
werden aber noch nicht gut verstanden
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Applikationen und Register

Konformitat zu einer Vielzahl Standards garantiert
noch keine Interoperabilitat im Okosystem

Supporting for initiation
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IT-Infrastruktur

Mengengerust als Grundlage von nichtfunktionalen
Anforderungen ist schwer abzuschatzen

> Die Verbreitung im privaten Sektor
hat groBen Einflul3, hier aber
9] fehlen Erfahrungswerte

> Multiplikationseffekte erzeugen
groBe Variabilitat in der
Einschatzung der bendotigten
Infrastruktur

P, > Beispiel: HSM-sizing

# Benutzer

* # Interactionen

* # Attributbescheinigungen

* # Kryptografische Operationen




Weitere Informationen zum niederlandischen
EUDI-Okosystem finden Sie unter:

XN : :
;fgly edi.pleio.nl

M edi@minbzk.nl

O GitHub - MinBZK/nl-wallet: NL Public Reference
Wallet
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https://edi.pleio.nl/
mailto:edi@minbzk.nl
https://github.com/MinBZK/nl-wallet

