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Digitale Souveränität auf Smartphone und Tablet
- bis zum Geheimhaltungsgrad VS-NfD

Die Freiheit, jederzeit und überall sicher, souverän 
und einfach zu arbeiten.
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Unsere Philosophie
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Unsere Lösungen schaffen den Dreiklang zwischen
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Beste Nutzungsfreundlichkeit
Intuitive Bedienung & Roll-out

Maximale Flexibilität
Nahtloser Switch zwischen mobil und stationär

Maximale Sicherheit
Bis zum Geheimhaltungsgrad “VS-NfD”

ULTRAMOBIL.

ULTRASICHER.

ULTRAEINFACH.



Zwei Wege zur digitalen und 
mobilen Souveränität



Weg 1: SecurePIM



SecurePIM basiert auf der Container-Technologie 
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Maximale Sicherheit - kompromisslos

Materna Virtual Solution | Unternehmenspräsentation

Der Goldstandard für mobile VS-NfD-Kommunikation
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Prinzip

• Hochsicherer Container

• Unabhängig von nativen Betriebssystem-Sicherheitsmechanismen

• Sicherheit „by design“

Kernmerkmale

• BSI-zugelassen für VS-NfD

• Alle Funktionen sicher gebündelt in einer App

• Technische & menschliche Fehlbedienung weitgehend 
ausgeschlossen

• Ideal für höchste Schutzanforderungen



Wann SecurePIM die richtige Wahl ist
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Typische Einsatzszenarien

• Besonders sensible Informationen

• Hohe Bedrohungslage

• Klare Trennung von privat & dienstlich

• Minimales Restrisiko erforderlich

Mehrwert

• Maximale Kontrolle

• Minimale Abhängigkeit

• Maximale Sicherheit



Weg 2: SecurePIM WorkSPACE



Weg 2: SecurePIM WorkSPACE – optimiert für das Tablet
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Souveränität durch Plattformintegration

Prinzip

▪ Nutzung der nativen Sicherheitsmechanismen von iOS

▪ Basierend auf indigo (iOS Native Devices in Government 
Operation)

▪ Systemseitig geschützter Workspace

Kernmerkmale

▪ Vom BSI mit Zulassungsaussage bis VS-NfD

▪ Zulassung mit Restrisiko

▪ Anders als SecurePIM: keine Vollkapselung



Besonderheiten SecurePIM WorkSPACE
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Stärken

▪ Hohe Nutzerakzeptanz

▪ Vertraute iOS-Bedienlogik

▪ Modularer, anpassbarer Workspace

▪ Optimal für Tablet-basierte Arbeitsplätze

Wichtig

▪ Sicherheit erfordert bewusste Nutzung

▪ Mitarbeiterschulungen notwendig

▪ Technik + Organisation + Mensch = Sicherheit

Der produktive Weg zur mobilen Souveränität



Digitale Souveränität ist keine 
Einheitslösung. Sie ist eine 
bewusste Entscheidung.



• Nicht jede Organisation braucht denselben Weg

• Aber jede Organisation braucht Souveränität

• Wir liefern beide Wege – sicher, geprüft, verantwortungsvoll
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Die Leitplanke der digitalen Souveränität



Das ist Materna Virtual Solution
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Über 330.000 Nutzende
in Unternehmen und Behörden

Standorte
München, Berlin und Dortmund

Einzige Lösung auf dem Markt 
mit einer Zulassung (iOS) bzw.  
Einsatzerlaubnis (Android)

Plattformunabhängig

Geräteunabhängig

Enge Zusammenarbeit mit dem 
BSI bei der Weiterentwicklung

Erstes indigo & Knox Native 
Solution Kompetenz-Center

Mobile Services

Erfahrung in der Entwicklung von 
hochsicheren Kommunikationslösung

30 Jahre

Über 500 Kunden davon
>120 Behörden

>100 Mitarbeitende,
davon 60 in der 

Entwicklung


