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Expertenkreis Cybersicherheit im Weltraum

Daten:
« Gegrundet: November 2023 5
« Aktuell ca. 75 Mitglieder 0
Ziele ?
« Austausch zwischen Behorden, Industrie und Forschungseinrichtungen in Deutschland zum Thema 1
Cybersicherheit Weltraum L
« Sensibilisierung fir die Dringlichkeit des Themas .
« Aufbau eines gemeinsamen Verstandnisses von Sicherheitsanforderungen o

- Einbringen national abgestimmter Positionen in internationale Standards fﬁ

Kontakt und Publikationen:
Website Expertenkreis Cybersicherheit im Weltraum



https://www.allianz-fuer-cybersicherheit.de/Webs/ACS/DE/Netzwerk-Formate/Veranstaltungen-und-Austausch/Expertenkreise/weltraum/weltraum_node.html
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Schwerpunkte Expertenkreis

PG-D
Identifizierung von Sicherheitsanforderungen

\\\\\\\\\\

e Risiko-orientierter Ansatz Uber gesamten
Lebenszyklus
e |T-Grundschutz-Profile, TRs
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&) PG-Z

> Zukunftstechnologien / Space 4.0

g

« Technologien, Entwicklungen,

Geschaftsprozesse, Stakeholder
2\ PG-N
{3,:3, Nutzbarkeit

N
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PG-I
Internationales, Standardisierung

*  Unterstlitzung fir und Austausch
mit Gremien

« Einbringen in internationale
Standards und Reviews

EON -
PG-R

——/ Regulierung

» Mehrstufiges Zertifizierungsschema
« EU Space Act, NIS 2, CRA

» Sensibilisierung, Motivation fir CS in WR-Systemen
* Anwendung der Dokumente in Projekten
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Was passiert heute?
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erregulatorischen Technical Guideline BSI TR-03184
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Systems
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IT- .
Technisch
e Richtlinien 7
profile
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Nationale Informationssicherheit fiir
Umsetzung Weltraumsysteme
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Studie zur Kehirenz von EU Space Act, NIS 2, CRA, und EUCC SCh rifte n

Bedrohungen, BSI-Anforderungspapiere
Anforderungen zur effizienten, resilienten

in Standards Umsetzung regulatorischer
Anforderungen I
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Europiisches Cybersicherheitsrecht — Uberblick und juristische Analyse

Wer/was ist erfasst? o
(Besonders) wichtige Kritische Betreiber von WR-Missionen,
Einrichtungen Einrichtungen  Anbieter von WR-basierten Daten T

EU Space Act

KRITIS-DachG

Europaisches System fur Cybersicherheitszertifizierungen, inkl. EUCC
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NIS-2-Richtlinie, NIS2UmsG und BSIG

RICHTLINIEN

NIS-2-Richtlinie:
* Allgemeiner Rechtsrahmen fiir Netzwerk- und Informationssicherheit:
Horizontale Mindestanforderungen an Cybersicherheit
* Anwendungsbereich: Einrichtungen in unterschiedlichen Industrien/Sektoren 7% M
 Rechtliche Anforderungen sind davon unabhangig Bundesgesetzblatt -

* Konkrete Risikobewertung ist von den spezifischen Risiken in dem B o o N
betreffenden Sektor und der Einrichtung abhangig g

* (Artikel-)Gesetz, das gleichzeitig mehrere deutsche Gesetze dandert ~ EZ&se=
 BSIG
* Andere Gesetze: TKG, EnWG, etc.

Deutsches Umsetzungsgesetz (NIS2UmsG):  =iEiseemmmmee SR l

tz Uber das Bundesamt fir Sicherheit in der
‘mationstechnik und uber die Sicherheit in der
von Einri (BSI-Gesetz - BSIG)

Gesetz liber das Bundesamt fiir Sicherheit in der Informationstechnik und tiber

die Sicherheit in der Informationstechnik von Einrichtungen (BSIG):

e Rechtsrahmen mit Mindestanforderungen an Cybersicherheit fir wichtige und
besonders wichtige Einrichtungen sowie fiir Betreiber kritischer Anlagen

e RisikomanagementmalRnahmen fir Cybersicherheit wurden in Anlehnung an
die NIS-2-Richtlinie umgesetzt.
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NIS 2 & BSIG — Cybersicherheits-Risikomanagement

Mindestanforderungen ?
Art. 21 Abs. 2 NIS-2-Richtlinie <> § 30 Abs. 2 BSIG

Risikoanalyse

Bewaltigung von Sicherheitsvorfallen
BCM und Krisenmanagement
Lieferkettensicherheit
Schwachstellenmanagement
Wirksamkeitsbewertungen
Cyberhygiene und Schulungen
Kryptografie und Verschliisselung

Personalsicherheit, Zugriffskontrolle und Anlagenmanagement ﬁ;

ORNOUAEWNE

10 MFA, Authentifizierung, gesicherte Kommunikation
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EU Spa ce Act (E ntwu rf)

Entwurf vom 25. Juni 2025: Eigene Anforderungen an Resilienz der Weltrauminfrastruktur und 0
Risikomanagement fiir Cybersicherheit gemafd Artikel 75-95 EUSA
°

b
e Risikomanagement einschlieldlich Risikobewertungen B o T
* Leitungsverantwortung, Personalsicherheit
e Zugangsrechte i ?
* Pravention und Schutz, auch vor Sicherheitsvorfallen
* Kryptografie und Verschlisselung Lt l
 BCM einschlieBlich Backup-Management .
* Prifprogramm fur die Netz- und Informationssysteme, Pen Tests 202935l - [SWD028) 3 ) - (SWD(2029) 36l o
* Umgang mit Sicherheitsvorfallen, Krisenmanagement /O
* Meldung erheblicher Sicherheitsvorfalle /.
* Schulungen /Z
» Lieferkettensicherheit \ )
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EU Space Act (Entwurf)

Entwurf vom 25. Juni 2025: Verhaltnis zu NIS-2-Richtlinie und CER-Richtlinie

Verhaltnis NIS-2-Richtlinie und EU Space Act: °
Fir wichtige und wesentliche Einrichtungen gemaR NIS-2-Richtlinie gilt: ol .
>> Im Hinblick auf RisikomanagementmalRnahmen geht EU Space Act als speziellerer Rechtstakt der NIS-2-

Richtlinie mit ihren sektorunabhangigen, horizontalen Mindestanforderungen vor (Art. 75 Abs. 1 EUSA)

>> Im Ubrigen ist eine Anwendung der NIS-2-Richtlinie aber nicht ausgeschlossen 1 7
Verhaltnis CER-Richtlinie und EU Space Act: 13
Flr kritische Einrichtungen gemaR CER-Richtlinie gilt:

>> CER-Richtlinie findet neben dem EU Space Act Anwendung 7
>> Nationales Recht, das die CER-Richtlinie umsetzt oder damit zusammenhangt (insbesondere KRITIS- /Q
DachgG, indirekt auch BSIG, BSI-KritisV) ist neben dem EU Space Act anwendbar und von den Betreibern KO/
kritischer Anlagen zu beachten /Z

>> Besondere Anforderungen an RisikomanagementmalRnahmen von Betreibern kritischer Anlagen:
insbesondere Systeme zur Angriffserkennung (§ 31 Abs. 2 BSIG) \
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EU Space Act (Entwurf)

Entwurf vom 5. Dezember 2025: Art. 75 und 75a EUSA

* Verhaltnis zu NIS-2-Richtlinie (Art. 75 Abs. 1 EUSA) — Parallelitat
* Verhaltnis zu CER-Richtlinie (Art. 75 Abs. 2 EUSA) — Parallelitat

e Cybersicherheitsanforderungen fir wichtige und wesentliche Einrichtungen gemaf NIS-2-RL:
e Durchfihrungsrechtsakt der Kommission
* Mindestens Anforderungen gemal Art. 21 Abs. 2 NIS-2-Richtlinie
>> Auf den ersten Blick: Synergie / Vereinheitlichung der Cybersicherheitsanforderungen
>> Aber: Inhalt des KOM-Rechtsakts entscheidend, kann auch dartber hinausgehen

* Cybersicherheitsanforderungen fir sonstige Betreiber von Weltraummissionen oder Anbieter von
weltraumbasierten Daten, inkl. Drittlandsbetreiber und -anbieter, internationale Organisationen und EU-
Betreiber von unionseigenen Ressourcen (Art. 75a):

» Spezifische Cybersicherheits-Anforderungen (Art. 75a Abs. 4 EUSA)

* Anforderungen ahneln jedoch aktuell stark den Anforderungen an NIS-2-Richtlinie

>> Unklar, warum Anforderungen strukturell anders sein sollen, sich dann aber doch annahern (ohne
identisch zu sein)
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Cyberresilienz-Verordnung (CRA)

Einheitlicher EU-Rechtsrahmen fiir Cybersicherheitsanforderungen an Produkte mit digitalen Elementen (PDE) o
 CRA st in Kraft, produktbezogene Cybersicherheits-Anforderungen gelten aber erst ab dem 11. Dezember 2027

* PDE sind in verschiedene Stufen (normal, wichtig, kritisch) und Klassen
eingeteilt: Wichtige PDE (z.B. Identitatsmanagement, Firewalls),
Kritische PDE (z.B. Hardwaregerate mit Sicherheitsboxen)

 CRA gilt fur Hersteller, Distributoren, Importeure, Handler

>> Hauptverantwortung wahrend gesamten Lebenszyklus beim Hersteller.

* Lieferanten und Unterlieferanten: indirekt betroffen, da der Hersteller
zur Lieferkettensicherheit verpflichtet ist.

Ausgewahlte Cybersicherheitsanforderungen an die Eigenschaften von PDE und Behandlung von Schwachstellen:
* Sichere Standardkonfiguration (security by default) K

* Schwachstellenmanagement einschliefSlich regelmalige Sicherheitsaktualisierungen

e Zugriffskontrolle (IAM) 0
* Verschlisselung \ o
* Datenintegritat, Datenminimierung

» Verfugbarkeit wesentlicher Funktionen, Minimierung negativer Auswirkungen auf andere Gerate I

* Moglichst geringe Angriffsflachen (security by design) L
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Mapping gesetzlicher Cybersicherheits-Anforderungen

Anforderung

EUSA
(i.d.F.v. 25.6.2025)
(Art. 76-95)

BSIG
(i.d.F.v. 5.12.2025)

(8§ 28-42)

CRA

(Art. 13 i.V.m. AnhangI)

Risikomanagementsystem (ISMS
/ RMS)

Verpflichtung zur Einrichtung, Umsetzung und
IAufrechterhaltung eines risikobasierten
Managementsystems iiber den gesamten
Missions- und Lebenszyklus hinweg

(Art. 76 Abs. 1,5, 6)

Verpflichtung zu risikobasierten Mafinahmen
nach dem Stand der Technik (§ 30 Abs. 1 u. 2);
besondere Pflichten fiir KRITIS (§ 31)

Verpflichtung zur Durchfithrung einer
Cybersicherheits-Risikobewertung als Grundlage
aller Produktanforderungen (Art. 13 Abs. 2)

Governance / Verantwortung der
Leitung

Leitungsorgan haftet fiir Umsetzung und
Uberwachung der Mafnahmen (Art. 77 Abs. 1)

Geschiftsleitung ist fiir Umsetzung und
Uberwachung verantwortlich (§ 38 Abs. 1)

Hersteller tragt Gesamtverantwortung fiir
Konformitat (Art. 13 Abs. 1)

Identitits- und

Verpflichtung zu IAM-Protokollen (Art. 81 Abs. 1)

Zugriffskontrolle und MFA verpflichtend

Schutz vor unbefugtem Zugriff verpflichtend

Wiederherstellungsstrategien (Art. 86)

(§30 Abs. 2 Nr. 4)

Zugangsmanagement (§ 30 Abs. 2 Nr. 10, 11) (Anhang I Nr. 1 d)

Kryptographie und Detaillierte Vorgaben inkl Pflicht zu Konzepten fiir kryptographische Verschliisselung als zentrale

Schliisselmanagement Ende-zu-Ende-Authentifizierung (Art. 85) Verfahren (§ 30 Abs. 2 Nr. 8) Sicherheitsmafinahme (Anhang I Nr. 1 e}
Pflicht zu Backup- und Pflicht zu Backup und Notfallwiederherstellung [Sicherstellung der Verfiigharkeit nach Vorfillen

Backup und Recovery

(Anhang I Nr. 1 h)

Business Continuity /
Krisenmanagement

Verpflichtende Reaktions- und
Wiederherstellungsplane (Art. 87)

Bestandteil der Risikomanagementmafinahmen
(§ 30 Abs. 2 Nr. 3)

Mittelbar durch Verfiigharkeits- und
Updatepflichten sowie gemafd Anhang I Nr. 1 h)

Tests und Priifungen

Verpflichtendes Priif- und Testprogramm
(Art. 88)

Nachweis- und Priifpflichten (§§ 35-37)

Regelmafiige Sicherheitsiiberpriifungen
(Anhang I Nr. 2)

Schulungen und Awareness

Verpflichtende Schulungen (Art. 89)

Schulungs- und Sensibilisierungspflichten
(§ 30 Abs. 2 Nr. 8)

Nicht ausdriicklich

Incident- und
Schwachstellenmanagement

Meldepflichten und Incident-Handling-Prozesse
(Art. 78 Abs. 1 ¢) und Art. 91, 93)

Melde-, Nachweis- und Informationspflichten

(§32)

Umfassendes Vulnerability-Management inkl.
SBOM (Art. 14, Anhang I Teil II Ziffer 1)

Lieferketten-Risikomanagement

Verpflichtender
Lieferketten-Risikomanagement-Rahmen
(Art. 92, Anhang VII Nr. 6)

Pflicht zur Berticksichtigung der Lieferkette
(§ 30 Abs. 2 Nr. 4)

Hersteller haftet fiir Cybersicherheit entlang der
Lieferkette (CRA fokussiert auf SBOM)

Bundesamt
fiir Sicherheit in der
Informationstechnik
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Europaisches System fiir Cybersicherheitszertifizierung

Rechtsakt zur Griindung der Europaischen Cybersicherheitsagentur (ENISA) stellt Grundlage dar fir Einfihrung 0
europaischer Schemata fur Cybersicherheitszertifizierung

* EUCC: EU-Schema auf der Grundlage Gemeinsamer Kriterien (Common
Criteria), gilt fur Produkte der Informations- und Kommunikationstechnik b
e Gegenstand einer Zertifizierung konnen sein:
e IKT-Produkt
* |KT-Dienst
* IKT-Prozess
e verwalteter Sicherheitsdienst
* Die Zertifizierung erfolgt grundsdtzlich auf freiwilliger Basis.
* Soweit IKT-Produkte, IKT-Dienste, IKT-Prozesse, und/oder verwaltete
Sicherheitsdienste zertifiziert wurden, gilt die Vermutung, dass diese den

Anforderungen des angewandten Schemas, d.h. des EUCC, genligen. @

Mogliche Synergien:

>> In Art. 27 CRA, Art. 24 NIS-2-Richtlinie, und Art. 85 Abs. 4 EUSA ist vorgesehen, Zertifizierung und Erflllung \ .
rechtlicher Anforderungen zu verknipfen (vorbehaltlich nationaler Regelungen und KOM-Rechtsakte).

>> § 30 Abs. 6 BSIG: (Besonders) wichtige Einrichtungen diirfen bestimmte IKT-Produkte, -Dienste und Prozesse I

nur verwenden, wenn diese Gber eine Cybersicherheitszertifizierung gemal europaischer Schemata verfiigen. L
>> Einrichtungs-bezogene Cybersicherheitsanforderungen sind damit aber nicht erfasst. T T .
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Bisherige Ergebnisse in Arbeitsthesen

1.

EU Space Act (Erster Entwurf der Kommission) enthalt bislang die detailliertesten Resilienz- und
Cybersicherheitsanforderungen.

Spezifische Anforderungen sind grundsatzlich gerechtfertigt durch Besonderheiten im Sektor Weltraum.
Mindestanforderungen durch NIS-2-Richtlinie fihren tendenziell zu unterschiedlichen Schutzniveaus in den
EU-Mitgliedstaaten.

National hohere Anforderungen dienen der Cybersicherheit, sind aber potenziell negativ fir die
wirtschaftlichen Akteure in diesen Mitgliedstaaten.

Einheitlicher, sektorspezifischer Rechtsrahmen fiir Cybersicherheit im Weltraumbereich ware daher sinnvoll.

Ermoglichung entweder durch eigenstandigen EU-Rechtsakt und spezifischen Durchfiihrungsrechtsakten
(Erster Vorschlag EUSA) ODER durch Nutzung europaischer Standards, die die technischen und
organisatorischen Malinahmen enthalten und die Vermutung enthalten, dass bei deren Erfillung auch die
gesetzlichen Anforderungen (EUSA, NIS 2, BSIG, CRA) erfillt sind.

EU-Schemata mit einheitlichen Cybersicherheitsanforderungen konnen helfen, die teils parallel
existierenden gesetzlichen Anforderungen zu erfillen und die Erfillung durch Zertifizierung nachzuweisen;
hierfur bedarf es geeigneter Schemata und entsprechender KOM-Rechtsakte / nationaler Rechtsakte, die
diese als anerkennen und die Erfillungsvermutung fir die gesetzlichen Anforderungen statuieren.

Alternativ oder ergéinzend gibt es schon heute Technische Richtlinien und Schutzprofile des BSI,
die die aktuelle Liicke fiillen kbnnen.
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Anleitung zur effizienten Umsetzung gesetzlicher / regulatorischer Anforderungen

Mapping der einzelnen Anforderungen in den BSI-Dokumenten
mit den gesetzlichen und regulatorischen Anforderungen

Anlagen zur Studie

Aktuell im Entwurfsstadium

Zur Veroffentlichung geplant, abrufbar tGber Website
Expertenkreis Cybersicherheit im Weltraum (Link via QR Code)

Informationssicherheit fiir
Weltraumsysteme

Studie zur Kohdrenz von EU Space Act, NIS 2, CRA, und EUCC
Version: 0.1

Datum: 13. Januar 2026



https://www.allianz-fuer-cybersicherheit.de/Webs/ACS/DE/Netzwerk-Formate/Veranstaltungen-und-Austausch/Expertenkreise/weltraum/weltraum_node.html
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IT-Grundschutz-Profil fir
Weltrauminfrastrukturen

Mindestabsicherung fiir den Satelliten iiber den gesamten Lebenszyklus

ﬁ% E"urnsd'gizrrwe't'n der De
n Uir Si iti N .
Informationstechnik Dlgltal~Slcher-BSI

Technische Richtlinie BSI TR-03184
Informationssicherheit fir
Weltraumsysteme

Teil 1: Raumsegment

Version: 1.0
Datum: 31.05.2023

IT-Grundschutz-Profil und
Technische Richtlinie

Dokumente direkt von bsi.de:

Frage:
Kénnen die Dokumente zur
Rechtsicherheit beitragen?

% Bundesamt Deutschland

2 fiir Sicherheit in der

Informationstechnik Digital. Sicher.BSI

IT-Grundschutz-Profil fir
Weltraumsysteme

Teil 2: Bodensegment - Mindestabsicherung tiber den gesamten Lebenszyklus

ﬂ@ Bundesamt Deutschland
9 fiir Sicherheit in der o o .
Informationstechnik Digital-Sicher+BSI

Technische Richtlinie BSI TR-03184-2
Informationssicherheit fiir
Weltraumsysteme

Teil 2: Bodensegment

Version: 1.0

Datum: 12.05.2025
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Vom abstrakten Paragraphen zum konkreten Handeln

Gesetzliche Anforderung (BSIG)

TR-03184-1/2 MaRnahmen - Profile

Anforderungen an besonders wichtige und wichtige Einrichtungen:

§ 30 Abs. 1 Nr. 1: Konzepte in Bezug auf die Risikoanalyse und auf die

Sicherheit in der Informationstechnik

§ 30 Abs. 1 Nr. 2: MaBnahmen zur Bewaltigung von Sicherheitsvorféllen

§ 30 Abs. 1 Nr. 3: Aufrechterhaltung des Betriebs,
und Wiedererstellung nach einem Notfall, und Kr|
§ 30 Abs. 1 Nr. 4: Sicherheit der Lieferkette einscH
sicherheitsbezogener Aspekte der Beziehungen z
oder Diensteanbietern

§ 30 Abs. 1 Nr. 5: SicherheitsmaBnahmen bei Erw
Wartung von informationstechnischen Systemen
Prozessen, einschlieRlich Management und Offen
§ 30 Abs. 1 Nr. 6: Konzepte und Verfahren zur Be
von RisikomanagementmaBnahmen im Bereich d
Informationstechnik

§ 30 Abs. 2 Nr. 7: Grundlegende Schulungen und

SensibilisierungsmalRnahmen im Bereich der Sich
Informationstechnik

§ 30 Abs. 1 Nr. 8: Konzepte und Prozesse fur den

kryptographischen Verfahren

§ 30 Abs. 1 Nr. 9: Erstellung von Konzepten fur di
die Zugriffskontrolle und fiir die Verwaltung von |
und -Prozessen

§ 30 Abs. 1 Nr. 10: Verwendung von Losungen zu
Authentifizierung oder kontinuierlichen Authenti
Sprach-, Video- und Textkommunikation sowie gg

Kap.6 Risikobehandlung von Gefahrdungen, Kap. 5
(Schutzbedarfsfeststellung), Kap. 10.4 Risikomanagement

BMS8, BM19, BM59, DER.1, DER.2.1

A Dacbiin ManAarcAarmAant

§ 30 Abs. 1 Nr. 2: Mallnahmen zur
Bewaltigung von Sicherheitsvorfallen

§ 30 Abs. 1 Nr. 3: Aufrechterhaltung des
Betriebs, wie Backup-Management und
Wiederherstellung nach einem Notfall, und
Krisenmanagement

§ 30 Abs. 1 Nr. 4: Sicherheit der Lieferkette
einschliellich sicherheitsbezogener Aspekte
der Beziehungen zu unmittelbaren Anbietern
oder Diensteanbietern

Notfallkommunikationssysteme innerhalb der Einrichtung

BM45, ORP.4

Zusatzliche Anforderungen an Betreiber kritischer Anlagen:

Bundesamt
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Konformitat

(++]

[+] Erfallt

[++]

[+] Teilweise erfullt

[++]

[++]

[++]

[++]

[++]

[+] Teilweise erfullt*

Erflllt

Erflllt* Q1 ¢

Erfullt

Erfullt

Erflllt C/

Erfullt

Erfullt

§ 31 Abs. 2: Einsatz von Systeme zur Angriffserkennung. Die eingesetzten
Systeme zur Angriffserkennung mussen geeignete Parameter und Merkmale
aus dem laufenden Betrieb kontinuierlich und automatisch erfassen und
auswerten. Sie sollten dazu in der Lage sein, fortwdhrend Bedrohungen zu
identifizieren und zu vermeiden sowie fir eingetretene Stérungen geeignete

BeseitigungsmaRnahmen vorzusehen. BM59

[o]*



Vorfallbehandlung (§ 30 Abs. 1 Nr. 2)

« Detektion: BM8 (IDS/IPS Systeme) Einsatz von Host-
oder Netzwerk-Intrusion Detection/ Prevention Systemen
(signaturbasiert oder Anomalie basiert)

* Analyse: BM19 (Regelmaldiges Prufen von
Logginginformationen/-protokollen )
Implementierung und Umsetzung der entsprechenden
Prozesse zu Art und Haufigkeit des Auditings sowie
toolgestitze Uberprifung und Auswertung von
Logginginformationen im Rahmen des Auditings

« Reaktion: BM59 (SIEM/SOC)
Zentrales Incident Management& Resonse (SIEM/SOC)
angelehnt an IT-Grundschutz DER.1 gemald BM59.
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Geschaftskontinuitat (§ 30 Abs. 1 Nr. 3)

* Resilienz: BM16 (Redundanzsystem) [
Sicherstellung der Verfligbarkeit und
Funktionsfahigkeit z.B. auch durch
Wiederherstellung von Datenbestanden

* Planung: BM22 (Notfallkonzept) i
Beachtung des BSI 200-4 Standards; X
gelebte Umsetzung des Konzepts z.B. durch /
sensibilisieren des Personals /

/.

o Ziel: Einhaltung definierter \ 0

Wiederherstellungszeiten flr den Betrieb.
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Lieferkettensicherheit (§ 30 Abs. 1 Nr. 4)

* Produktprifung: BM5 (Software- [
Integritatscheck)
Sicherstellung der Integritat durch
technische MaRnahmen (z.B. Hashsumme)
und organisatorische MaRnahmen (z.B.
versiegelte Briefe, persdnliche Ubergabe)
sowie Auditierung der Zulieferer

« Lieferantenprifung: BM36
(Softwarelieferanten prufen)
Uberpriifung der Software-Lieferkette z.B.
VS-Belehrung

* Logistik: BM32 (Vertrauenswurdiger \ .
Transport)
Sicherstellung vertrauenswirdiger I L

Transporte durch Sicherheitsiiberprifungen
des Personals T
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Zusammenfassung— Vom Paragraphen zum konkreten Handeln

Herausforderung: Losung?

* ,vage Gesetzestexte” * Fundament der Compliance

e ,Komplexitat” * Schutzbedarfsfeststellung als
Hebel

e ,Unklare Prifungsziele®
e Prazision durch Profil und TR

e Audit-Readiness”

—> Die Profile und TR machen Cybersicherheit im Weltraumsektor messbar
und prifbar

fShh
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Kontakt®

Dr. Holger A. Kastler
holger.kastler@dlapiper.com

DLA Piper
Maximilianstr. 2
80539 Minchen

l DLA PIPER
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