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Definition

,Technologische Souverdnitdt ist die FéGhigkeit, jederzeit Zugang zu denjenigen
Schliisseltechnologien garantieren zu kénnen, die zur Umsetzung gesellschaftlicher Prioritéiten
und Bedilirfnisse notwendig sind. Dies umfasst die Verwendung und Weiterentwicklung von
Technologien und Produkten unter Berlicksichtigung der verfligbaren Ressourcen und
notwendigen Dienstleistungen, Liicken sichtbar zu machen und wenn moglich zu schliefsen, und
Standards auf den globalen Mdirkten mitzubestimmen.”

Definition BMFTR
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Definition

,lechnologische Souverdnitét kann dabei auch erfordern, Schliisseltechnologien und
technologiebasierte Innovationen in Europa eigenstindig zu entwickeln und eigene
Produktionskapazititen innerhalb der Wertschopfungsnetze aufzubauen, wenn dies zum Erhalt
der staatlichen Handlungsfdhigkeit oder zur Vermeidung einseitiger Abhdngigkeiten — unter
Berticksichtigung sich verdndernder geopolitischer Randbedingungen — notwendig ist. Das setzt
die Fahigkeit voraus, alle relevanten technologischen Entwicklungs- und Herstellungsprozesse
verstehen und bewerten zu kbnnen und hat den Anspruch, gleichberechtigt mit strategisch
wichtigen Partnern zusammenzuarbeiten.”

Definition BMFTR
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In a nutshell

Technische Souveranitat bedeutet nicht Autarkie, sondern Handlungsfahigkeit

* Entwicklung und Innovation aus Europa
* Fahigkeit, Wertschopfung innerhalb der Produktionskette aufzubauen

* Reduktion einseitiger Abhangigkeiten
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Source: Slawomir Gorniak, ENISA Cybersecurity Standardisation Conference,
https://www.enisa.europa.eu/events/cybersecurity_standardisation_2024/pdf/gorniak.pdf
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EU DSA Very Large Operators/ Search
Engines

Die Markte sind langst verteilt ?!

* Zentrale digitale Infrastrukturen gehoren den AllExpress  AmazonStore Apple App Store  Booking.com  Facebook
VLOPs
« Netzwerkeffekte + Okosysteme - faktische Lock- , ,
ins Google Play Google Maps Google Shopping Instagram LinkedIn
* Regulierung andert Verhalten, aber nicht . . o
Besitzverhaltnisse Pornhub Shein TikTok Wikipedia X (Twitter)
YouTube XVideos Bing (VLOSE) Google Search (VLOSE)

Very Large Operators gemaR DSA
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EU DMA — Gatekeepers gemals DMA

Luropean

> Europa reguliert , = Gatekeeper Designations
Plattformen, die einer anderen _?__ 5
Jurisdiktion unterliegen. Gatekeeper Core Platform Service
Tiktok Google Maps Google

Facebook Google Play Amazon

Instagram Google Shopping Meta

Linkedin Amazon Marketplace

App Store BROWSER OPERATING SYSTEM
Booking.com Chrome Google Android
. v i0S
Whatsapp Safari

iPad0s

Messenger VIDEO SHARING Windows PC 05
Youtube Google Search
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Vision

Europaische digitale Identitatsinfrastruktur (EUDI
Wallet)

* Europaweit staatlich anerkannt

* DSGVO-konform

* Alternative zur Wallet von Apple, Google und Co.

* Grundlage fir Verwaltung, Wirtschaft & Blrgerdienste

— Europa baut eine souverine digitale
Identitatsinfrastruktur.
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Realitat

Authentic Sources

Die Hardware und Software gehort anderen:

* 80-90 % der Smartphones laufen auf: iOS und
Android

* Kritische Komponenten:

* Secure Element
* Betriebssystem-Zugriffe
* NFC-Schnittstellen

App Stores

— Die europdische Wallet lduft auf
amerikanischen oder chinesischen Endgeraten
— mit Zugriffsrechten, die Europa nicht
volilstandig kontrolliert.
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Common Interfaces that will be

Wallet Provider (WP)

Wallet Provider Backend (WPB)

A

Support, WUA, maintenance
(WPI)

h 4

User
Interface

Wallet Instance
(WI)

Key Store
(KS)

User Device (UD)

Secure Cryptographic Interface

standardised in accordance
with elDAS (article 5a)

d
«

v

These interfaces will not be
standardised within the scope of the
EUDI Wallet ecosystem. However,
future versions of this ARF may
define high-level requirements for
these interfaces

OMNISECURE 2026 | NIMBUS TECHNOLOGIEBERATUNG GMBH

(SCl)y
v
Wallet Secure Cryptographic Application
(WSCA)
Trusted JavaCard | JavaCard
Service App Applet Applet
4 A A
WSCA-WCSD WSCAWCSD WSCA-WCSD WSCA-WCSD
Interface Interface Interface Interface
(WW1) (wwi) (wwi) (wwi)
4 v v
Remote et . L] Local
(HSM) external internal i
(smartcard) | (eSIM/esEflL_"*"®

Wallet Secure Cryptographic Device

(WSCD)

Wallet Unit (WU)

Presentation
OpenlD4VP
ISO/IEC 18013-5
()]

l

Relying Party
Instance (RPI)
or
Wallet Unit




Vision

Unabhéangige und souverdne Cloudinfrastruktur fiir Europa

Rechtliche
Schutzmafnahmen

Kontrolle iiber
Standort und Daten

Eigenstandiges Technische
Personal Kontrolischichten

—> Skalierbare und technisch souverine Cloudinfrastruktur fiir den éffentlichen und privaten Sektor.
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Realitat

“YOU TAKE WHAT YOU GET”
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Vision

Souverdne Kl-Lésung fiir den 6ffentlichen Sektor

N e
Europaische Kompetente
Anbieter?! Mitarbeitende t

i
e
g Souveranitat Verantwortlichkeit
Sdpaprsn, & Datenschutz & Transparenz
Governance, Kompetenz und Vertrauen statt reiner Technologie.
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Realitat

* Kooperation mit amerikanischen oder

chinesischen Anbietern scheint unumganglich Te|ekom und NVIDIA bauen Kl-
Fabrik in Munchen

SAP und OpenAl starten
Partnerschaft fiir Sovereign OpenAl

in Deutschland
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Bausteine technologischer Souveranitat

1. Systematisches Technologie-Monitoring und Foresight, um Abhangigkeiten und Trends frih
zu erkennen.

2. Ebenburtige und langfristige Investitionen in Forschung, Entwicklung und Produktion.
3. Forschung, Wirtschaft und Regulierung strategisch verzahnen statt fragmentiert handeln.

4. Von Hardware lber Software bis zur Anwendung — Souveranitat entsteht nur entlang der
gesamten Wertschopfung.

5. Das beste Marketing fuhlt sich nicht so an wie Marketing.

Technische Souveranitat ist kein Gesetzestext! Sie entsteht dort, wo wir Technologien selbst
bauen, betreiben und weiterentwickeln.
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Vielen Dank!

Arno Fiedler,
Managing
Director &

Senior Expert

Franziska
Granc,
Senior Project
Manager
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