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https://github.com/BSI-Bund/Stand-der-Technik-Bibliothek

Struktur fur Anforderungen durch Satzschablonen

Von Prosa zu Datenstrukturen

{Praktik} [fur {Zielobjekt}] {MODALVERB} <Ergebnis> {Handlungswort} ?

}J
BEISpIEl: ! "id": "KONF.6.5",

"title": "Dynamische Zugriffskontrolle im System",
"class": “erhoht™,

"props": [
1

"name": "alt-identifier",
"walue": "cedl@fdd-a7de-4376-8dac-T3381chas482"

o
%)
o
L
i P
"name™: "effort level”, P
"'h.faluE“: HEIIJ /

"ns": "https://github.com/BSI-Bund/5tand-der-Technik-Bibliothek/tree/main/Dokumentation/namespaces/stufen.csv”

s

{ (o}
"name": "tags",
"value": "Produktbeschreibung, HapolisieL . o
"ns": "https://github.com/B5I-Bund/Stand-der-Technik-Bibliothek/tree/main/Dokumentation/namespaces/tags.csv”




Grundschutz+ + Viewer [ Katalog J Graph Sunburst

EGIEX] - pynamische Zugriffskontrolle im System

OSCAL Catalog JSOM laden UUID: cedlefde-a74e-4376-8dac-f3381c6a9482 Sicherheitsniveau: erhiiht Stufe: 5 Zielobjekt: IT-Systeme

Durchsuchen...  Zero-Trust.json v Statement
Konfiguration fir IT-Systeme SOLLTE dynamische Zugriffskontrolle im System aktivieren.

Suchen (ID, Titel, Text, Tags...)
v Guidance

Eine dynamische Zugriffskontrolle (engl. Dynamic Access Control, DAC) bezeichnet ein Verfahren, bei dem Zugriffsentscheidunge

W
o ACLs) beruhen, sondern zusétzlich kontextabh@ngige Bedingungen wie Geradtezustand, Sensitivitdt der Daten, Standort, Zeitfenst:
ey T . zugrundeliegende Regelmenge zur Zugriffsbewertung, fest definiert und nachvollziehbar dokumentiert — lediglich die Entscheid.
Ziel ist eine feinere Steuerung des Datenzugriffs auf Basis aktueller Risikosituationen, ohne dass Administratoren Berechtigungen
Ale Zilobiekte dass ein Benutzer sensible Daten von einem nicht verwalteten Endgerét ausliest, wahrend er im internen Netz regular Zugriff hat
e Zielobje ™

Auditierung und Protokollierung der DAC zu achten.

Katalog: Zerc-Trust.json 131 Anforderungen
m - Dynamische Zugriffskontrolle in der Anwendung

Graph: 20 Knot i _ . :
P netn UUID: 55dfbf64-F13-4765-a0d3-78F0alfeB654 Sicherheitsniveau: erhdht Stufe: 5 Zielobjekt: Anwendungen

Legende v Statement
Verwandte Anforderung (related) Konfiguration fiir Anwendungen SOLLTE dynamische Zugriffskontrolle in der Anwendung aktivieren.

Abhangige Anforderung (required)
{{}} Parameter (gelbe Schnft inkl. {{ }}) » Guidance

Alles lauft lokal im Browser. Kein Upload.
m — Deaktivierung nicht benétigter Anwendungsfunktionen

UUIC: 998+4798-6926-41be-b@9d-ee@162c530a8 Sicherheitsmiveau: normal-5dT Stufe: 3 dielobjekt: Anwendungen

¥ Statement
Konfiguration fiir Anwendungen SOLLTE nicht bendtigte Anwendungsfunktionen deaktivieren.
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Vielen Dank fur lhre
Aufmerksamkeit!
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