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Herausforderungen bei Zero Trust

Microsegmentierung

Echtzeitreaktion

DevSecOps-Cycle

Intelligente Sicherheitskonfiguration

Paradigmenwechsel auf mehreren 

Ebenen
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Wie kann der Grundschutz zum Automatisierungshebel werden?



https://github.com/BSI-Bund/Stand-der-Technik-Bibliothek

https://github.com/BSI-Bund/Stand-der-Technik-Bibliothek


Struktur für Anforderungen durch Satzschablonen
Von Prosa zu Datenstrukturen

{Praktik} [für {Zielobjekt}] {MODALVERB} <Ergebnis> {Handlungswort}

Beispiel:
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OSCAL – Zukunft der Sicherheitsdokumentation

Open
Security
Controls
Assessment
Language



OSCAL
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Was es ist:

standardisiertes Framework des National Institute of Standards and Technology (NIST)

Zweck:

durchgängig digitalisieren und automatisieren, um manuelle Arbeit zu reduzieren und

die Konsistenz zu erhöhen prüfbarer digitalisierter Sicherheitsnachweisprozess



Follow us:
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Vielen Dank für Ihre 
Aufmerksamkeit!
Regierungsdirektorin

Sandra Karger

Referatsleitung – Stand der Technik

stand-der-technik@bsi.bund.de

Bundesamt für Sicherheit in der Informationstechnik (BSI)
Godesberger Allee 87
53175 Bonn

www.bsi.bund.de
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