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Smartphones: App-Okosystem
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AlHES0)i2 APP OWNER
e Standardisierter Zugang & Deployment Ekc/
CPU/SoC e Standardisierte Application Programming Interfaces (API) ?
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10S: Alternative App-Marktplatze jetzi I k

Landern
Apple verliert in immer mehr Landern sein App-Store-Monopol. [ T T ,




Informationstechnik

Smartphones: Secure Element

e Zugang & Deployment nur via OEM [
* KEINE Standardisierten APIs
* Chip-Angriffe: Common Criteria EAL4+/VAN.5
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Smartphones: Secure Element

N/

i

APP OWNER

Informationstechnik

:
fﬁ

I

K
o
%




Informationstechnik

Chip-Angriffe auf Smartphone SoCs & Gegenmalinahmen

Chip-Angriffe auf aktuelle Smartphones technisch moglich?
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3 Wie hoch sind Risiko und Aufwand?
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!.' Wie technisch die Nutzbarkeit von Secure Elements erméglichen?
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