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Warum sind Standards wichtig?

EU-ID Wallet Standards

Durchführungs-

rechtsakte

(zukünftige) 

Schemata für 

Zertifizierung

(national und EU)

ARF
Architecture and 

Reference Framework

Interoperablität

Harmonisierte

Sicherheits-

standards
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Funktionalitäten

EUDI wallet

EAA

eID of LoA high / PID

QES

Authentication of RP

Elektr. Identifizierung und 

Authentifizierung in LoA hoch,

Weitergabe von (Teilen der) 

Personenidentifizierungsdaten

Athentifizierung von RP

Anfordern, Erhalten, Speichern, 

Löschen und Weitergabe von 

Elektronischen 

Attributsbescheinigungen

(Führerschein, Zeugnisse …) 

Qualifizierte Signaturen direact

in der Wallet oder via 

Fernsignaturen
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Ökosystem

EUDI wallet

EAA

eID of LoA high / PID

QES

Authentication of RP

PID provider

Electronic Attestation of 

Attributes (EAA) provider

Wallet provider

Wallet Secure Cryptographic 

Application (WSCA) 

Wallet Secure Cryptographic 

Device (WSCD) 

Relying Party

Relying Party 

RegistrationQualified Electronic 

Signature (QES) provider

Qualified Certificate 

Authority

Authentic Source

Trust Anchors

General Qualified Trust 

Service Provider (QTSP)

EUDIW formats / 

interfaces



519.01.2026

ETSI (TC ESI) Standards

EUDI wallet

EAA

eID of LoA high / PID

QES

Authentication of RP

PID provider

Electronic Attestation of 

Attributes (EAA) provider

Wallet provider

Wallet Secure Cryptographic 

Application (WSCA) 

Wallet Secure Cryptographic 

Device (WSCD) 

Relying Party

Relying Party 

RegistrationQualified Electronic 

Signature (QES) provider

Qualified Certificate 

Authority

Authentic Source

Trust Anchors

General Qualified Trust 

Service Provider (QTSP)

EUDIW formats / 

interfaces

TS 119 478 interface
TS 119 602 trusted entities

TS 119 612 QTSPs

TS 119 472-2 presentation

(OpenID)

TS 119 411-8 wallet access cert.

TS 119 475 wallet registr. cert.

TS 119 486 API / reg. info

TS 119 476-2 ZKP in EUDIW

TS 119 487 Trust Mark

TS 119 482-x additional interfaces

TS 119 472-1 EAA formats

TS 119 476-3 EUDI WUA

TS 119 431-1 policy

EN 319 411-2 policy

EN 319 401 policy

TS 119 461 identity proofing

TS 119 432 protocol

(CSC)

TS 119 472-3 issuance

(OpenID)TS 119 471 policy
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CEN Standards

EUDI wallet

EAA

eID of LoA high / PID

QES

Authentication of RP

PID provider

Electronic Attestation of 

Attributes (EAA) provider

Wallet provider

Wallet Secure Cryptographic 

Application (WSCA) 

Wallet Secure Cryptographic 

Device (WSCD) 

Relying Party

Relying Party 

RegistrationQualified Electronic 

Signature (QES) provider

Qualified Certificate 

Authority

Authentic Source

Trust Anchors

General Qualified Trust 

Service Provider (QTSP)

EUDIW formats / 

interfaces

EUDIW Decomposition of 

the Provider by Service

EUDI Wallet Held 

Attributes Access Control

Protection Profile for 

WSCA

PID onboarding 

prTS 18098

EUDIW Decomposition of 

the Solution by Module

Qualified service for electronic 

archival: TS 18170

Qualified service for electronic 

leger: prTS 18264 
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VIELEN DANK!

FRANZÖSISCHEN BEHÖRDE FÜR IT-SICHERHEIT
AGENCE NATIONALE DE LA SÉCURITÉ DES SYSTÈMES D‘INFORMATION (ANSSI)


