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Die Erfolgsgeschichte von mobilen Endgeräten
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Erfolgsfaktoren, die mobile Geräte zu unseren wichtigsten Begleitern machen.

Außergewöhnliche

User Experience & Usability

Plattform bestehend aus 

Hardware & Betriebssytem

Vielfältiges hoch-qualitatives 

App Ökosystem



App Ökosystem Essentials
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Die Bausteine hinter jedem mobilen Erlebnis

Plattform

Betriebs

system Entwickler

Distribution

Sicherheit

Hardware SDK

Werkzeuge

Community

Store

Hardware Software



App Ökosystem auf VS-NfD-Niveau
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Standardisierte, geprüfte Sicherheit für alle!

Plattform EntwicklerDistributionSicherheit

▪ Hardware

▪ Betriebssystem

▪ Native Security Functions

▪ RAPID

▪ PEN-Testing

▪ Enterprise Controlled 
Rollout via Stores

▪ Mobile Device 
Management

▪ Mobile Applications

▪ SDK & Core APIs



App Ökosystem auf VS-NfD-Niveau
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Unser Beitrag 

Approval as a Service

Standardprodukte Integrator

▪ SecurePIM Workspace: Groupware 
Funktionalität

▪ TrustDok: Dokumenteneditor

▪ TrustOwl: Intranet-Browser

▪ TrustCam: Kamera

▪ TrustVault: Netzlaufwerkanbindung

360° rundum Unterstützung und 
Betreuung beim Thema Zulassung / 
Zertifizierungen für sichere mobile 
Lösungen

▪ Unterstützung im kompletten 
Entwicklungszyklus für mobile 
Applikationen im VS-App 
Ökosystem

▪ Integration bestehender 
mobiler Lösungen in das VS-App 
Ökosystem 



SecurePIM WorkSPACE – optimiert für das Tablet
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Digitale Souveränität auf dem iPad

individualisierbar

intuitiv

sicher
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Der sichere Dokumenteneditor
VS-NfD-eingestufte Dokumente bearbeiten 
und lokal speichern – sicher und mobil.

Dokumentenbearbeitungs-Funktionen  gebündelt und 
geschützt in einer einzigen App:

Dokumente lesen, erstellen, bearbeiten, löschen, teilen 
und lokal speichern.
Sicher und intuitiv benutzbar – und das alles „Made in 
Germany“.

Auf dem Lieferzettel:

▪ Adaptive Benutzeroberfläche 
und Tabletoptimierung

▪ Accessiblity

▪ Ultramobiles Drucken
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Der sichere Intranet-Browser
Zugriff auf Intranet, Fachanwendungen und 
VS-NfD-eingestufte Informationen – sicher und mobil.

Der sichere Intranet-Browser zum Öffnen von Links von 
einer Admin-
konfigurierten Webseite. Einfacher Zugriff auf 
Fachanwendungen und eingestufte Informationen.

Sicher, intuitiv und ultramobil arbeiten.

Auf dem Lieferzettel:

▪ Adaptive Benutzeroberfläche 
und Tabletoptimierung

▪ Accessiblity

▪ Files-App Integration

▪ Passwortverwaltung

▪ Zertifikatsbasierte 
Authentifizierung
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Die sichere Kamera-App
Vertrauliche Aufnahmen & zuverlässiger Schutz auf 
VS-NfD Niveau.

▪ Sicheres Erfassen und Speichern von Fotos und Videos

▪ Durchsuchen, Verwalten und Organisieren 
gespeicherter Medieninhalte

▪ Teilen, freigeben und löschen von Medieninhalten

▪ Flexible Kameraeinstellungen

Auf dem Lieferzettel:

▪ QR-Code Scanning

▪ Medien Gallerie

▪ Scannen von Dokumenten

▪ PDF-Export

▪ Optical Character Recognition 
OCR
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Sichere Datensynchronisation
Zugriff und einfache Synchronisierung von (VS-NfD 
eingestufte) Daten auf Fileshares

TrustVault erweitert das indigo App-Ökosystem um die 
sichere Synchronisation lokaler Dateien, den Zugriff auf 
zentrale Daten in Fileshares und Cloud-Systemen sowie
die umfassende Verwaltung dieser Daten. UNDER

CONSTRUCTION

Auf dem Lieferzettel:

▪ Onboarding

▪ Anbindung Fileshares mit den 
Protokollen WebDAV & SMB

▪ Dateiverwaltung

▪ Files App Integration

▪ Integration ins App Ökosystem

▪ Konfigurierbarkeit über das 
MDM



Erweiterung der Nutzererfahrung
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Erfolgsfaktoren, die mobile Geräte zu unseren wichtigsten Begleitern machen.

Sichere Datensynchronisation
Zugriff auf Ihre Daten jederzeit Geräte- und 

Plattformunabhängig

Sicheres mobiles Drucken
Wir können mit Druck umgehen auch wenn 

AirPrint nicht evaluiert ist

Artificial Intelligence
Wir wollen unsere Produkte in Zukunft noch 

persönlicher machen
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One more thing…
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We trust in Knox Native Solution!

TrustDok TrustOwl TrustCam TrustVault

stay tuned…
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